Netiquette

Talk about the value of treating others with kindness and your expectation your son/daughter will act this

way online.

Help your child develop self awareness, empathy and decision making.

Help your son or daughter gain a sense of responsibility for the well being of others, e.g. as a bystander

Not:

Typing in capitals.

Defaming people online.

Responding to inappropriate requests.

http://www.safekids.com/kids-rules-for-online-safety/

These expectations are aimed mostly at younger children, at oldest pre-teens. Appropri-
ate “rules” for online use vary by age, maturity of the child and family values (updated
June, 2013)

1. 1 will not give out personal information such as my address, telephone
number, parents’ work address/telephone number without my parents’
permission.

2. I will tell my parents right away if | come across something that makes me
feel uncomfortable.

3. lwill never agree to get together with someone | “meet” online without
first checking with my parents. If my parents agree to the meeting, | will be
sure that it is in a public place and bring a parent along.

4. | will talk with my parents about posting pictures of myself or others
online and not post any pictures that my parents consider to be inappropri-
ate.

5. I will not respond to any messages that are mean or in any way make me
feel uncomfortable. It is not my fault if | get a message like that. If I do | will
tell my parents right away.

6. | will talk with my parents so that we can set up rules for going online and
using a mobile phone. We will decide upon the time of day that | can be
onling, the length of time | can be online and appropriate areas for me to
visit. | will not access other areas or break these rules without their permis-
sion.

7. 1 will not give out my passwords to anyone (even my best friends) other
than my parents.

8. I will check with my parents before downloading or installing software or
doing anything that could possibly hurt our computer or mobile device or
jeopardize my family’s privacy.

9. I will be a good online citizen and not do anything that hurts other people
or is against the law.

10. | will help my parents understand how to have fun and learn things online
and teach them things about the Internet, computers and other technology.

Supervision

Keep the computer in a room the whole family access, preferably not in a child’s bedroom.
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Investigate any chat room or online clubs your son/daughter wants to join.

LI |

N

Be aware of the strengths and limitations of filter software.
Be aware of the age classification of computer games.

Be up front that you will be checking the files on the computer. For example:‘Google’ your son/daughter’s name, keep an eye on on-line
activity, e.g. browser history, check the history, Review your son/daughters’ public posting, e.g. visit their facebook page.

Family Online Agreements, e.g. NetAlert: including what young people can do online, how much time they can spend online, what to do if they
receive messages that make them feel uncomfortable and how to protect personal information.

Discuss the consequences of poor online behaviour.
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“They grow up too fast.”

Be Your Kid’s Best Parent, Not Their Best Friend!

https://www.esafety.gov.au/-/media/cesc/documents/parent-guide/parent-guide-english-pdf-july-2016.pdf
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https://www.esafety.gov.au/education-resources/iparent

Family Contract for Online Safety Parents' Pledge
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vasse I 1. I will get to know the services and Web sites my child uses. If | don't know how to use

~ them, I'll get my child to show me how.
Interested
zg;"‘;;gfmms‘; in your child’s online 2. | will set reasonable rules and guidelines for computer use by my children and will discuss these rules and
post them near the computer as a reminder. I'll remember to monitor their compliance with these rules,

Informed especially when it comes to the amount of time they spend on the computer.

Know what your child is doing and
have some knowledge of the risks. Ask
your child to explain to you what they
are doing. Be apart of their online life.

3.1 will not overreact if my child tells me about a problem he or she is having on the Internet. Instead, we'll
work together to try to solve the problem and prevent it from happening again.

In view 4.1 promise not to use a PC or the Internet as an electronic babysitter.

Ensure all access points to the internet
are in view. i.e. the computer in the
main living area, no wireless devices to
leave the lounge room.

5. Iwill help make the Internet a family activity and ask my child to help plan family events using the Internet.
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6. | will try to get to know my child's "online friends" just as I try get to know his or her other friends.
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